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Safeguarding Newsletter—Summer Term 2 2022
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Establish - Nurture - Grow

Dear Parents and Carers
| hope you found our first safeguarding newsletter helpful. This half term’s newsletter will focus upon Online
Safety

Please remember, our DSL’s are:

Mrs C. Davies—DSL

Mrs S. Richardson—Deputy DSL

Mrs A. Perrett—Deputy DSL

Mrs C. Mulligan—Deputy DSL

Our DSLs can be contacted via the school office, or by telephone on 01384 389900.

You can also contact the Multi Agency Safeguarding Hub (MASH) on: 0300 555 0050 If a child is in immediate
danger, call the Police immediately on 999.

Best wishes
Mrs C. Davies
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Online Safety
Using online facilities to help with learning, keep in contact with others and to give some ‘down time’ is part of all

of our lives, but it is important that we all know how to keep children safe when doing so .

Did you know?
All social networking platforms and apps have minimum age limits. Some social networks use technologies that
might not be appropriate for some ages, or engage with communities that are made up of people much older than

your child.

What are the risks of an underage social networking account?

. Many sites include an instant message function which allows private conversations. Not everyone your child
meets online will be who they say they are.

. Most social networking sites have an app version, meaning your child will have access to the social network
from their smartphone or tablet. Some app versions of social networks use the location of the phone.

. Chat rooms and forums can connect people who are complete strangers and can be un-moderated.

. Information shared between friends can be easily copied and may be spread.

. It isn’t easy to take back information that has been posted — and can be impossible if it’s already been

shared.

Age Restrictions for Social Media Platforms

What is the minimum age for account holders on these social media sites and apps?
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What can | do to keep my child safe?

1. Think about online routines: Have a conversation with your child about online safety and agree some rules
to help keep them safe.
2. Have a conversation about online pressures and cyberbullying: Remember to talk to your child about what

they are doing online and who they are talking to. Check in with them regularly and remind them they can
talk to you, another trusted adult, like a teacher, or a ChildLine counsellor, about anything they are worried

about.

3. Set up devices safely: Make sure you set it up with your child, exploring any safety features. Remember to
use parental controls!

4, Keep children safe on conferencing apps: Supervise your child when they use these apps; remind your child

not to share chat links or passwords on social media; explore any security features like how to report and
block; talk to your child about what they are sharing.

Jessie & Friends is a series of three animations that follow the adventures of
Jessie, Tia and Mo as they begin to navigate the online world, watching

videos, sharing pictures and playing games. There’s also a storybook for

each episode, to help you and your child keep the conversation going. The

key message throughout Jessie and Friends is that if a child is ever worried

by anything online, they should tell a grown-up who they trust and who will help
them. The animations and additional activities give children great opportunities to
learn about trust, being kind online, consent, and healthy and unhealthy behaviour on the internet.
https://www.thinkuknow.co.uk/parents/jessieand-friends/

Support for children

It is important you allow your parents/carers to oversee your technology use
when out of school, this is to keep you safe.

Some of the risky things you may come across online are:

. Bullying by people you might consider ‘friends’

. Seeing inappropriate or harmful content (e.g posting rude or sexual pictures)

° Posting personal information that can identify and locate you offline

. Being persuaded to do illegal or inappropriate things through contact with strangers

. Seeing information and talking with others line who encourage self-harm

° Seeing racist or hateful material

° Being encouraged to leave or run away from home by someone you met online If you are concerned you

can contact Childline or https://www.thinkuknow.co.uk/

If you experience any of the above you MUST tell an adult you live with or you can also let any staff know at
school. We also have a duty to safeguard you.

(CIick on the NSPCC link to find )
out more information regarding

how to support your child with N S Pcc
online safety.
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https://www.thinkuknow.co.uk/parents/jessie-and-friends/
https://www.thinkuknow.co.uk/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/

At Natlonal Oniine Safety, we belleve in empowering parents, carers and trusted aduits with the information to hold an informed conversation about online safety with thelr children, should they feel
Itis nesded. This gulde focuses on ons of many lssuss which we belleve trusted aduits should be aware of, Plaase visit www.nationaionlinesafety.com lor further guldes, hinte and tips for oduits.
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GROUP CHATS
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EXCLUSION AND ISOLATION
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NOTIFICATIONS AND FOMO
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GIVE SUPPORT, NOTJUDGEMENT
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PRAC'I'ISE SAFE SHARING AVOID INVITING STRANGERS
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Meet OQur Expert

Dr Claire Sutheriand s an online safety consultant, educator
and researcher who has developed ond implemented
anti-bullying and cyber safety policies for schools. She has
written various academic papers and carried out research for
the Australian government comparing Internet use and sexting
behaviour of young people in the UK, USA and Australic,
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BLOCK, REPORT AND LEAVE

If your child is in a chat where
inappropriate content is being shared,
advise them to block the users sendin.
the material, report them to the host g

or platform and exit the group. If any of this
content could be puttinga m nor at risk,
contact the police. Emphasise to your child that
it’s OK for them to simply leave any group chat
that they don’t feel com om:blo being a part of.

SILENCE NOTIFICATIONS

Having a phone or tablet bombarded with
notifications from a group chat can be a *-
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Users of this guide do g0 at their own discretion. No liability is entered into. Current as of the date of release: 27.04.2022




